
 
Department of Justice 

CLETS Advisory Committee Meeting 
Agenda 

 
Folsom City Council Chambers 

50 Natoma Street 
Folsom, CA  95630 

 
November 21, 2013 

1:00 p.m. 
 
1. Call to Order 
 
2. Roll Call 
 
3. Housekeeping 
 
4. Audience Introductions 
 
5. VOTE:  Meeting Minutes of July 25, 2013  
 
6.   Chair’s Report  
 
7. Executive Secretary’s Report  
 a. Action Items 

b. CLETS Misuse Statistics 
c. CLETS Statistics 
d. Legislative Report  

 

 
8. Update: Assembly Bill 391 – Secondhand Dealers and Pawnbrokers  
 
9. SmartJustice Data Sharing   
 
10. Update: California Sex and Arson Registry – Retirement of the CLETS CSAR ESA and USA 

Message Keys 
 
11. Update: Upgrade Applications Approved by DOJ  

a. CSU Long Beach Police Department (Los Angeles County) 
b. CSU San Bernardino Police Department (San Bernardino) 
c. Kings County Sheriff’s Department (Kings County) 
d. Los Angeles Port Police Department (Los Angeles County) 
e. Placer County Superior Court (Placer County) 
f. Rocklin Police Department (Placer County) 
g. Yolo County Sheriff’s Department/Yolo Emergency Communications Authority (Yolo 

County) 
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NOTE:  Items designated for information are appropriate for Committee action if the members choose to take 
action at this meeting. 

 

12. VOTE:  New Service Applications  
a. CN-01 – CA Department of Industrial Relations, Division of Labor Standards, 

Criminal Investigations Unit (Los Angeles County/statewide) 
 

13. VOTE:  Client Reports  
a. Contra Costa County Sheriff’s Office – Password compliance (Compliant)  
b. Huntington Park Police Department – Encryption compliance (Compliant)  
c. Kern County Sheriff’s Office – Password compliance (Compliant)  
d. Palm Springs Police Department – Advanced Authentication (Compliant) 
e. San Diego Police Department – AD Login and password compliance (Compliant)  
f. West Covina Police Department – Password compliance (Compliant) 
g. Los Angeles County Sheriff’s Department – Password, encryption, personal firewall 

and virus protection software compliance 
h. South Bay Regional Public Communications Authority – Antivirus software and 

firewall compliance  
i. Vacaville Police Department – Password compliance  
j. California Highway Patrol – Personal/software-based firewall, and password 

compliance  
k. Carlsbad Police Department – Password compliance 
l. Coronado Police Department – Advanced authentication compliance  
m. Modesto Police Department – Advanced authentication  
n. Orange County Sheriff’s Office – Password compliance  
o. San Francisco County Sheriff’s Department – Security awareness training, encryption 

and advanced authentication compliance  
p. Humboldt County Sheriff’s Department – Password compliance  

 
14. Members’ Reports 
 
15. CAC Discussion/Open Forum/Public Comment 
 
16. Next CAC Meeting/Adjourn 
 
 

  




