
218 Liberty Street, PO Box 1673, Warren, PA   16365 
Phone 1-800-328-2008 

Re:  Notice of Data Breach  

McKissock Investment Holdings, LLC (“McKissock”), affiliated with McKissock, LLC, writes to notify you of a 

recent incident that may affect the security of some of your personal information. While there is currently no evidence 

that your information has been misused as a result of this incident, we are providing you with information about the 

incident, our response to it, and information related to what you may do to better protect your personal information, 

should you feel it appropriate to do so. 

What Happened? McKissock became aware of unusual activity relating to certain McKissock systems and 

immediately began an investigation with the assistance of third-party forensic investigators.  The investigation 

determined that a certain legacy virtual server was accessed without authorization between November 16, 2019 and 

March 4, 2020.  While the investigation did not determine that personal information had been viewed by an 

unauthorized actor, McKissock could not rule out the possibility of such activity. Therefore, McKissock immediately 

began a thorough review of the contents of the server to determine whether sensitive information was present at the 

time of the incident. 

On or about March 26, 2020, McKissock determined that your personal information was present on the affected 

server at the time of the incident.  To date, we are unaware of any actual or attempted misuse of your personal 

information as a result of this incident.     

What Information Was Involved?  Our investigation determined that at the time of the incident the server contained 

information including your name and driver’s license or state identification number.     

What Are We Doing.  Information, privacy, and security are among our highest priorities. McKissock has strict 

security measures in place to protect information in our care.  Upon learning of this incident, we quickly took steps 

to investigate and confirm the security of our systems, and in an abundance of caution we quickly disabled access to 

the affected server.  As part of our ongoing commitment to the security of information, we implemented increased 

security measures, conducted additional employee training, and are currently reviewing our policies and procedures 

relating to data security.  Additionally, we are also providing relevant regulatory notices.  

While, to date, we have no evidence of actual or attempted misuse of your information as a result of this incident, we are 

notifying you so that you may take further steps to better protect your personal information should you feel it is 

appropriate to do so.  We also secured the services of NortonLifeLock, Inc. to provide identity and credit monitoring 

services at no cost to you for twelve (12) months. For more information on these services, please review the enclosed 

“Steps You Can Take to Protect Your Information.” 
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John Doe
123 Anystreet Dr
Anytown, NY 12345

Dear John Doe:




















