
 
January 24, 2025 
 
Dear SCESD Community, 
 
On January 7, 2025, the District was informed that PowerSchool, our previous student information 
system provider, was targeted in a data breach. PowerSchool has since confirmed that SCESD student 
and staff legacy data was accessed during the security breach.  
 
This security notice does not impact you if your child was enrolled in, or if you became an employee of, 
the Salinas City Elementary School District after June 2021. 
 
The District will follow our cybersecurity protocol and work with PowerSchool to report this breach to the 
California Cybersecurity Integration Center (Cal-CSIC) and the California Attorney General’s Office, as 
required by California law. 
 
During the District's preliminary internal investigation, it was determined the following information was 
accessed: 
 
Students              Staff 
Student Name      Employee Name 
Student State ID     Work Email Address 
Date of Birth      Ethnicity   
Enrollment Information   
Ethnicity 
Home Address and Phone 
Gender 
Name and Email of Mother/Father/Guardian 
Emergency Contact Information 
Medical Alerts 
Name and Phone of Medical Provider 
 
PowerSchool will offer two years of complimentary identity protection services for all students and 
District staff involved in this incident. PowerSchool will be providing notifications to impacted individuals 
in the coming weeks.  
 
We have created a webpage containing more information, including a list of frequently asked questions. 
You may find the information via this link. 
 
We will send any updates through ParentSquare and update the website as needed. 
 
 
Sincerely, 
Rebeca Andrade, Ed.D. 
Superintendent. Salinas City Elementary School District 

  

https://www.salinascityesd.org/department/instructional-technology/powerschool-data-breach-resources

