
SogoTrade, Inc.
c/o Cyberscout
PO Box 1286
Dearborn, MI 48120-9998

April 28, 2025

Please read this letter in its entirety.

Notice of Data Breach

Dear

We are writing to tell you about a data security incident that may have exposed some of your personal information.
We take the protection and proper use of your information very seriously. For this reason, we are contacting you
directly to explain the circumstances of the incident.

While we have no reason to believe that your personal information has been misused, we are notifying you so that
you have the information and tools necessary to help detect and prevent any misuse of your personal information.

What happened?

On or about March 18, 2025, SogoTrade, Inc. (“SogoTrade”) learned that a phishing email containing malicious
software led to the compromise of four email accounts by an unauthorized party that may have resulted in the
exposure of affected individuals’ personal information. It appears the compromise began on approximately May 8,
2024, and ended on approximately May 22, 2024.

This notification is the result of a thorough review by an external third-party firm and has not been delayed as a result
of a law enforcement investigation.

What information was involved?

The personal information affected by the exposure may have included your: first and last name, financial account
number, Social Security Number, and/or tax identification number.

What we are doing.

SogoTrade deeply regrets that this incident occurred. To help relieve concerns and restore confidence following this
incident, we have secured the services of Cyberscout, a TransUnion company specializing in fraud assistance and
remediation services, to provide identity monitoring services at no cost to you for one year. These services provide
you with alerts for twelve (12) months from the date of enrollment when changes occur to your credit file. Finally, we
are providing you with proactive fraud assistance to help with any questions that you might have or to assist in the
event that you become a victim of fraud.

How do I enroll for the free services?

To enroll in these credit monitoring services at no charge, please log on to https://bfs.cyberscout.com/activate and
follow the instructions provided. When prompted, please provide the following unique code to receive services:

In order for you to receive the monitoring services described above, you must enroll within 90 days
from the date of this letter. The enrollment requires an internet connection and e-mail account and may not be
available to minors under the age of 18 years of age. Please note that when signing up for monitoring services, you
may be asked to verify personal information for your own protection to confirm your identity.
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What you can do on your own.

We encourage you to remain vigilant and regularly review your account statements and credit report for any incidents
of fraud, identity theft, or unauthorized activity. Please review the enclosed “Additional Resources” section included
with this letter. This section describes additional steps you can take to help protect yourself, including recommendations
by the Federal Trade Commission regarding identity theft protection and details on how to place a fraud alert or a
security freeze on your credit file.

For more information.

If you have questions, please call 1-833-998-6193, Monday through Friday from 8:00 a.m. to 8:00 p.m. Eastern time,
excluding holidays and supply the fraud specialist with your unique code listed above.

Protecting your information is important to us. We trust that the services we are offering to you demonstrate our
continued commitment to your security and satisfaction.

Sincerely,

SogoTrade, Inc.
1 McBride & Son Center Dr., Suite 288
Chesterfield, MO 63002





You may contact the Federal Trade Commission, Consumer Response Center, 600 Pennsylvania Avenue, NW,
Washington, DC 20580, www.ftc.gov/bcp/edu/microsites/idtheft/, 1-877-IDTHEFT (438-4338).

For Maryland residents: You may contact the Maryland Office of the Attorney General, Consumer Protection
Division, 200 St. Paul Place, Baltimore, MD 21202, https://www.marylandattorneygeneral.gov/, 1-888-743-0023.
For North Carolina residents: You may contact the North Carolina Office of the Attorney General, Consumer
Protection Division, 9001 Mail Service Center, Raleigh, NC 27699-9001, www.ncdoj.gov, 1-877-566-7226.
For New York residents: The Attorney General may be contacted at: Office of the Attorney General, The
Capitol, Albany, NY 12224-0341; 1-800-771-7755; https://ag.ny.gov/.
For Connecticut residents: You may contact the Connecticut Office of the Attorney General, 165 Capitol
Avenue, Hartford, CT 06106, 1-860-808-5318, www.ct.gov/ag.
For Massachusetts residents: You may contact the Office of the Massachusetts Attorney General, 1 Ashburton
Place, Boston, MA 02108, 1-617-727-8400, www.mass.gov/ago/contact-us.html

Reporting of identity theft and obtaining a police report.
For Iowa residents: You are advised to report any suspected identity theft to law enforcement or to the Iowa
Attorney General.
For Massachusetts residents: You have the right to obtain a police report if you are a victim of identity theft.
For Oregon residents: You are advised to report any suspected identity theft to law enforcement, the Federal
Trade Commission, and the Oregon Attorney General.




