
Notice of Data Breach
Dear <<first_name>> <<middle_name>> <<last_name>> <<suffix>>,
We wanted to let you know about a recent data security incident experienced by PeakTPA 
that may have impacted some of your personal information. PeakTPA is a health plan 
management company that provides billing and other services to many PACE programs 
across the United States, including St. Paul’s PACE. We take the privacy and security 
of your information seriously, and sincerely apologize for any concern or inconvenience 
this may cause you. This letter contains information about steps you can take to protect 
your information and resources we are making available to help you.
What happened?
On January 23, 2021, we informed St. Paul’s PACE that we had suffered a cyber-attack 
on December 31, 2020 that resulted the compromise of participant records for several 
of our PACE clients. The group behind the attack was broken up and apprehended 
by the FBI on January 27, 2021 and St. Paul’s was informed that all documents were 
recovered. We wanted to let you know about this incident because your information was 
included in the compromised documents.
What information was involved?
From our review, it appears your name, address, date of birth, medication, and Social 
Security number were impacted.
What are we are doing?
While we do not believe there is any risk that your personal information will be misused, 
we are offering Credit Monitoring, Fraud Consultation, and Identity Theft Restoration 
through Kroll to you at no cost for 3 years.

Visit https://enroll.idheadquarters.com to activate and take advantage of your 
identity monitoring services.
You have until May 23, 2021 to activate your identity monitoring services.
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We have implemented additional security controls to prevent a similar incident from 
occurring in the future and are working closely with St. Paul’s PACE to keep them up-
to-date on this process. 
(If you choose not to use these identity monitoring services, we urge you to check 
your account statements for improper activity. This includes credit card statements and 
explanations of benefits.)
For more information
If you have any questions or concerns, please call 1-855-761-0196 Monday through 
Friday from 6 am to 3:30 pm Pacific Time. Should you prefer to discuss this with a 
St. Paul’s PACE representative, please contact the Social Work Supervisor at your 
St. Paul’s PACE Center. Your trust is a top priority for us, and we deeply regret any 
inconvenience or concern that this matter may cause you.
Sincerely,

Michael McGarrigle 
Senior Vice President, PeakTPA



TAKE ADVANTAGE OF YOUR IDENTITY MONITORING SERVICES
You have been provided with access to the following services from Kroll:

Triple Bureau Credit Monitoring
You will receive alerts when there are changes to your credit data at any of the three 
national credit bureaus—for instance, when a new line of credit is applied for in your 
name. If you do not recognize the activity, you will have the option to call a Kroll fraud 
specialist, who will be able to help you determine if it is an indicator of identity theft. 

Fraud Consultation
You have unlimited access to consultation with a Kroll fraud specialist. Support includes 
showing you the most effective ways to protect your identity, explaining your rights and 
protections under the law, assistance with fraud alerts, and interpreting how personal 
information is accessed and used, including investigating suspicious activity that could 
be tied to an identity theft event.

Identity Theft Restoration
If you become a victim of identity theft, an experienced Kroll licensed investigator will 
work on your behalf to resolve related issues. You will have access to a dedicated 
investigator who understands your issues and can do most of the work for you. Your 
investigator will be able to dig deep to uncover the scope of the identity theft, and then 
work to resolve it.

Kroll’s activation website is only compatible with the current version or one version 
earlier of Chrome, Firefox, Safari and Edge.  
To receive credit services, you must be over the age of 18 and have established credit 
in the U.S., have a Social Security number in your name, and have a U.S. residential 
address associated with your credit file.




